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Truring lhf‘ past year, many

~of the people tnvolved in the

computer busineds have baen

W ouym'f about the meuace fo
. privacy and freedom swhich is-

presented by centralized

banks of corputerized infor- -

mation.

PR
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Dala Bank takes on reality,
will every citizen of these

Unitad States be in danger of .

‘harassment,  meddling—-and
03s5ibly worse--by agencies

of government and others who

have aceess to such data?.

I Some months ago, the editor

of Compulers end Automation,
a journal of that tzaue, actual-

. ]y proposad to throw a wrench

infe the machinery, ualess
measures are faken to protect
“the privacy of p“np.c about
whom data has baen gathered.
“As a las! reﬂsm‘t,” he wrote,
“we should reméniber that

. Targe files are very vulnerable

fo errov.” And, as this gentle-

man’ (Edmund, C. Berkeley)

.. went on,computers can b_e.iw

- bf laws r

- duced to err:

It would be highly dc*im-
ble - for everyone englged in
an unpspular aclivity to adopt
three names and thiee Social
: Security numhers, This ought
fo thvow any dala system,

-computerized or not, inlo con-

vulsions. Furthermore, il one
adopted a new namz and a

“new Spcial Sacurity number

every four months or so, I

- beliave

tinue indefinitely.”
Incideutally, it is quite l"\"
ful for anyons to have several
Social Security nuinbars: also,
for many puiposes, there is
nothing illicit - about using a
psewdonym.. How the dala’
bauks would cope with a wide-
spxmd rebeliion, only the god
of the computer: 3 knoids.
" Mr. Berkeley proposes, how-
ever, {hat befoze resorting to
“sych tacties; the fricids of pri-
vacy shoald sealt the passage
estrieting the-vse of
data fil cs in some ways and
opening those files in “other

- ways. He mﬁ‘bf@@bﬂ FortiRe

the coavulsions In the'
“data system would never die
“down-—oscillation would con-

the

anyone

follo,m; rights fer
whose name has got into a
data bank: _ ) )

The right lo rcad what is

maintained in any file kept A
about you by the I'BI, or the /edge nothing sheuld ga 63 a

CIA, or any credit bureau, or
any otlier agency which com-
piles Tuformation ahout you.
The right o inform
~ageney of errors,
The right to compel tl,e

»c*hanﬂmg of untrue m[onm-
tion about you.

The right Lo compel the re-
moval of mdewnt informa-
" tion about you.

Although 1 sympathize gen-
erally with these clajms, I
cannot go all the way with A,
Bmlelc} It would beall very
well, for instauce, for an inpo-
cent person o have access to
information about himself in
the files of polive agenciss. But
not everybody s funscent.

If a criminal were poraitled
access to such files about him-

sell, not only micht dslection
and prosceution of his activi-
- ties become almost impossi-
ble, but he might retaliatn on
anyone who had supplied in-
formation about him.

In Fngland, Lord Hal shury,
the president of the Council of
the British Computer Sociely,
wriles that there is an ucgent
need for “file security.” He
advocates “an avforaatic right
of prink-out” for every persoy
on whor computerized re- .
cords are kept by -agencies of
govermmnant.  “You  cannot
send people to prison bacause
the compuler says so; there
has to bo a better reagon than
that” ‘Some récords should
not g0 o1 the computer at all,
the Lrll of Hc\icnuu confm-
ues:

”h‘r‘re are, of cmu‘.v, cep-
tain mislters which it Is very
proper to keep seerct The
whola " svstom of references
“and referees do pends en secu-
rity between the reforee and
potential employer to
whom the reference iy ad-
dressed.” Such sseref records .
should bn kept by the co.n e'

the
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showld fiot ha™ c.nu.pur'rf
and easity availabls t~ all

-sorts of people. T
“AL this staze of cur huewl

computer unless we are pre-
pared (o grast the persen to-
whort (e compiter rce.,‘fis',
relate Uie right of print-put”

I Cns ada, Professor Calvin”
Gotlizh, of ih Departiiant of
Computer Science at the V-
versily of Toronto,  drelies
that “eventually, the 'n’\ mtJ
isfactory solution will ba to
aftmh securily lags to nuy

it ficld and use th.-s", tags to_
Ic(umme under what coadi-
tions the informalion mey be
disveminated,” He knows thal
the cost of regulating amd B
censing Informiation  sveiews
would be high bul advoeates
such-regulation: '

“Experiance hies shawn that
overprotection is, in [uel, very
rare. In niy opinion , if the
problems regarding pu&ca;’m
of fadividual privucy arg ex-
plained to* the- public z0d 1o
those responsible for political
and legislative action and the
alternatives are -sef oul, ihvy
will ba willing to pay the price
of keeping cur social environ-
ment Lealthy.”

Until-~if ever-~such protec-
tions for the privacy of data
bauks are cstablishsd,
reador, you gnd I ousid to ba
cautious about scribbling dawn
information about ourselves
for the use of other foll. How-
ever fnwocant our activitizs, it

geitla

may b2 imprudent to Ln_»me
subjeet  of
comy )uterized

the mfm«"nes
so'ncboJ_\,- else’s ©




